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POLICY BRIEF

German Council on Foreign Relations

Evaluating Public 
Support for Chinese 
Vendors in Europe’s 
5G Infrastructure

Germany is considering banning equipment made by Chinese 
companies like tech giant Huawei – in its 5G mobile infrastruc-
ture. A revised 2021 IT Security Act failed to reduce China’s 59 
percent market share. A representative opinion poll, shows only 
30.8 percent of Germans want 5G cooperation with China. Across 
11 European countries, skepticism is equal, with only 31.8 percent 
approval – though this varies greatly from country to country.

 – Approval for cooperation with Chinese vendors ranges from 
19.4 percent in Sweden to 51.2 percent in Spain. In the middle 
are Czechia (20.6 percent), the United Kingdom (20.8 percent), 
France (24.9 percent), Slovakia (31.8 percent), Poland (32.1 per-
cent), Hungary (36.5 percent), Italy (36.6 percent), and Latvia 
(44.8 percent). 

 – Germans (70.4 percent) and Europeans (66.3 percent) support 
inner-European 5G cooperation. 50 percent or less approve  
tie-ups with Japan, the United States and South Korea.

 – Political distrust is the main reason for disapproval of coopera-
tion with China. Potential economic losses and cybersecurity are 
of less importance.

 – German policymakers need to either reduce Huawei’s market 
share or explain to the public why cooperation with China is not 
politically harmful.
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Only a few years after Europeans debated whether to 
include Chinese technology in their new 5G wireless 
infrastructure, the issue is back on Germany’s politi-
cal agenda. Contrary to expectations when Germany 
adopted its revised IT Security Act in 2021, the mar-
ket share of Chinese technology in Germany’s 5G in-
frastructure has remained stable.1 Now the Federal 
Ministry of the Interior has requested detailed dis-
closure from mobile operators of the vendors used 
for 5G infrastructure components, to assess the pos-
sibility of banning equipment from China.2 And just 
as in 2019-2021 when the issue came to a head across 
Europe, three sets of arguments are shaping the dis-
cussion – political, economic and technical: 

The political viewpoint focuses on China as a geopo-
litical competitor of the West. Critics are concerned 
that being overly dependent on Chinese technology 
in a critical infrastructure makes Germany vulnera-
ble to blackmail. In addition, there are ethical con-
cerns. Chinese vendors are widely believed to be 
complicit in human rights violations in the People’s 
Republic of China (PRC).3 For these reasons, some 
advocate the full exclusion of Chinese vendors in 5G 
infrastructure.

Others are concerned that a ban could provoke eco-
nomic costs such as those from technological adap-
tation (when mobile infrastructure is switched from 
Chinese to European technology) or the threat of re-
taliation.4 China’s ambassador to Germany, Ken Wu, 
has said publicly: “If Germany were to take a deci-
sion that leads to Huawei’s exclusion from the Ger-
man market, you could expect consequences. The 
Chinese government will not stand idly by.”5 Seen 
from this viewpoint, Germany should not ban Chi-
nese vendors.

1   John Strand, “The Market for 5G RAN in Europe: Share of Chinese and Non-Chinese Vendors in 31 European Countries,” Strand Consult, 2022: https://
strandconsult.dk/the-market-for-5g-ran-in-europe-share-of-chinese-and-non-chinese-vendors-in-31-european-countries/ (accessed July 30, 2023).

2   Kai Biermann, “Bundesregierung will Komponenten von Huawei und ZTE verbieten,” Die Zeit, March 6, 2023: 
https://www.zeit.de/politik/deutschland/2023-03/5g-ausbau-bundesregierung-verbot-huawei (accessed July 30, 2023).

3   Nikos Chrysoloras and Richard Bravo, “Huawei Deals for Tech Will Have Consequences, U.S. Warns EU,” Bloomberg, February 7, 2019:  
https://www.bloomberg.com/news/articles/2019-02-07/huawei-deals-for-tech-will-have-consequences-u-s-warns-eu (accessed July 30, 2023); 
Janka Oertel, “Europe, 5G, and Munich: The China Challenge and American Mission,” European Council on Foreign Relations, February 18, 2020: 
https://www.ecfr.eu/article/commentary_europe_5g_and_munich_the_china_challenge_and_american_mission (accessed July 30, 2023); Mathieu 
Duchâtel and Francois Godement, “Europe and 5G. The Huawei Case” (Paris: Institut Montaigne, 2019); European Political Strategy Centre, “Rethinking 
Strategic Autonomy in the Digital Age” (Brussels: European Commission, 2019); Tim Nicholas Rühlig, John Seaman, and Daniel Voelsen, “5G and the 
US–China Tech Rivalry – a Test for Europe’s Future in the Digital Age,” SWP Comment 29 (Berlin: SWP, 2019).

4   Simon Kruse and Lene Winther, “Banned Recording Reveals China Ambassador Threatened Faroese Leader at Secret Meeting,” Berlingske, December 
10, 2019: https://www.berlingske.dk/internationalt/banned-recording-reveals-china-ambassador-threatened-faroese-leader (accessed July 30, 2023); 
Chinese Embassy to Sweden, Ambassador Gui Congyou Gives an Exclusive Interview with SVT on 5G Issues Concerning Chinese Companies in Sweden 
(Stockholm: Embassy of the PRC in Sweden, 2020): http://www.chinaembassy.se/eng/sgxw/t1826292.htm (accessed July 30, 2023).

5   Author’s translations, original quoted in: Moritz Koch, Stephan Scheuer, and Effy Zhang, “Netzausrüster Huawei sucht die Nähe zum eigenen Staat,” 
Handelsblatt, June 22, 2020: https://www.handelsblatt.com/technik/it-internet/chinesischer-technologiekonzern-netzausruester-huawei-sucht-die-
naehe-zum-eigenen-staat/25938140.html?ticket=ST-1379647-GiLVpJEdseki7pSS39uI-ap5 (accessed July 30, 2023).

6   Dan Sabbagh and Jon Henley, “Huawei Poses Security Threat to UK, says Former MI6 Chief,” The Guardian, May 16, 2019:  
https://www.theguardian.com/technology/2019/may/16/huawei-poses-security-threat-to-uk-says-former-mi6-chief (accessed July 30, 2023);  
Tom Uren, “The Technical Reasons Why Huawei Is Too Great a 5G Risk,” ASPI, June 14, 2018:  
https://www.aspi.org.au/opinion/technical-reasons-why-huawei-too-great-5g-risk (accessed July 30, 2023).

7   We include the UK into this paper because it has been an EU member for most parts of the controversy around Chinese 5G technology.

A third perspective is technical, with two opposing 
conclusions. Critics of Chinese tech giant Huawei, 
which is a major global competitor in 5G infrastruc-
ture equipment, highlight cybersecurity concerns.6 
They fear technical vulnerabilities could be exploited 
for sabotage and espionage. But proponents of co-
operation with China argue that Huawei technology 
is the most advanced and reliable. Banning Chinese 
technology could put Germany’s own technological 
development at a disadvantage.

How much do these three perspectives resonate 
with the German and European public? Do views on 
political relations, economic dependencies or tech-
nical considerations shape what people think of 
including Chinese technology in our critical infra-
structure? Are there great divergences across the 
continent or do Europeans largely agree?

This Policy Brief provides answers to these questions 
from a representative opinion poll in ten EU member 
states and the United Kingdom,7 including Germany. 
It provides separate evidence from German public 
opinion because Germany is currently assessing the 
security of legacy components in its 5G Radio Ac-
cess Network (RAN). The RAN essentially consists of 
the base stations including their antennas that con-
nect our devices to the network. The debate focuses 
largely on the RAN because it takes over more criti-
cal functionality in 5G compared to previous mobile 
network generations while its market is rather con-
centrated. In other words, there are comparatively 
few alternatives to Chinese vendors Huawei and ZTE. 
However, two large European suppliers exist, namely 
Sweden’s Ericsson and Finland’s Nokia.

https://strandconsult.dk/the-market-for-5g-ran-in-europe-share-of-chinese-and-non-chinese-vendors-in
https://strandconsult.dk/the-market-for-5g-ran-in-europe-share-of-chinese-and-non-chinese-vendors-in
https://www.berlingske.dk/internationalt/banned-recording-reveals-china-ambassador-threatened-faroes
https://www.handelsblatt.com/technik/it-internet/chinesischer-technologiekonzern-netzausruester-huawei-sucht-die-naehe-zum-eigenen-staat/25938140.html?ticket=ST-1379647-GiLVpJEdseki7pSS39uI-ap5
https://www.handelsblatt.com/technik/it-internet/chinesischer-technologiekonzern-netzausruester-huawei-sucht-die-naehe-zum-eigenen-staat/25938140.html?ticket=ST-1379647-GiLVpJEdseki7pSS39uI-ap5
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Germany’s decision will have implications far be-
yond the country. Mobile infrastructure is highly in-
terconnected and data flows do not stop at national 
borders. Hence, decision parameters in one coun-
try – especially a large member state in the center 
of Europe – affect decisions of other countries. This 
explains why the European Commission is insisting 
that EU member states do more to increase their 
network security. In June 2023, EU Internal Market 
Commissioner Thierry Breton said: “To date, only 10 
of them have used these prerogatives to restrict or 
exclude high-risk vendors. This is too slow, and it 
poses a major security risk and exposes the Union’s 
collective security, since it creates a major depen-
dency for the EU and serious vulnerabilities.”8

Since Germany remains comparatively open to Chi-
nese 5G components, it represents a significant out-
lier in Europe. One can speculate whether Germany’s 
disproportionate economic exposure has made it 
more reluctant to ban Chinese equipment. This brief 
specifically addresses whether the population priv-
ileges such economic concerns over political and 
technical considerations – unlike in other countries. 
We therefore compare public opinion data from 

8   Foo Yun Chee, “Breton Urges more EU Countries to Ban Huawei, ZTE from Networks,” Reuters, June 15, 2023: https://www.reuters.com/business/
media-telecom/eu-countries-decision-ban-huawei-zte-networks-justified-eus-breton-says-2023-06-15/ (accessed July 30, 2023).

9   Joanna Lucinska, Karol Witenberg, and Jack Stubbs, “Poland Arrests Huawei Employee, Polish Man on Spying Allegations,” Reuters, January 11, 2019: 
https://www.reuters.com/article/us-poland-security-idUSKCN1P50RN (accessed July 30, 2023); Kauzy Vlivnych and Z. Byznysu, “Dokument: Co Píse 
Núkib ve svém varování pred Huawei,” Neo Vlivní, December 17, 2018: https://neovlivni.cz/dokument-co-pise-nukib-ve-svem-varovani-pred-huawei/ 
(accessed July 30, 2023); Ivana Karásková et al., “Huawei in Central and Eastern Europe: Trends and Forecast” (Praha: Association for International 
Affairs, 2021); PTS, “Four Companies Approved for Participation in the 3.5 GHz and 2.3 GHz Auctions” (Stockholm: PTS, 2020): https://www.pts.se/
en/english-b/radio/auctions/assignment-in-the-3.4---3.8-ghz-bandet/#:~:text=Four%20companies%20approved%20for%20participation,GHz%20
and%202.3%20GHz%20auctions. (accessed July 30, 2023).

10   Gries, Peter. The Politics of American Foreign Policy: How Ideology Divides Liberals and Conservatives over Foreign Affairs. 1st Edition. Stanford, 
California: Stanford University Press, 2014.

Germany with that of others to examine whether 
the German public supports Germany’s exceptional 
openness.

A representative sample of 16,500 respondents 
across Europe (1,500 in each surveyed country) par-
ticipated in the poll that was conducted in late 2020. 
At that time, the question of whether Huawei should 
be involved in the rollout of 5G infrastructure had 
gained widespread attention across the continent.9

Public opinion is relevant because it is the normative 
aspiration of democracies to put the will of the peo-
ple into practice. Europe and China are in a systemic 
rivalry. Living up to democratic values in Europe and 
implementing the will of the people is crucial for Eu-
rope to prevail. Meanwhile, democratic policymakers 
concerned about their reelection need to consider 
public preferences in practice. Policymakers are al-
so socialized within the same “epistemic community,” 
hence they are themselves influenced by public sen-
timent (and can try to influence it, too) if they have a 
sense of what it might be.10 This Policy Brief provides 
the factual basis for such considerations.

Figure 1 – Chinese Market Share of 4G and 5G RAN at the End of 2020 and 2022 

Source: Strand Consulting.
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https://www.pts.se/en/english-b/radio/auctions/assignment-in-the-3.4---3.8-ghz-bandet/#:~:text=Four%
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EUROPE’S DIVERGENT 5G POLICY

Despite attempts to find a unified European ap-
proach, which led to an “EU 5G toolbox,” EU mem-
ber states (and the United Kingdom) have adopted 
different responses to security concerns about Chi-
nese 5G equipment.11 Some states, but not all, took 
legislative or regulative action. Germany, for exam-
ple, revised its IT Security Act. Even those that acted 
did not adopt the same instruments. As a result, the 
market share of Chinese vendors developed very dif-
ferently across the continent (see Figure 1).

The chart illustrates that most European countries 
have reduced their market share of Chinese vendors 
in moving from 4G RAN to 5G RAN. Cyprus is the on-
ly country that is still fully committed to Chinese 
vendors. In some countries, Chinese RAN equipment 
was already replaced or reduced in 4G between 2020 
and 2022. However, Chinese RAN market share in 
5G still diverges greatly across the continent, rang-
ing from 100 percent in Cyprus to a complete exclu-
sion in the Czech Republic, Denmark, Estonia, Latvia, 
Lithuania, Luxembourg, Malta, Slovakia, and Swe-
den. In Germany, Chinese vendors still hold a market 
share of 59 percent, up by 1 percent compared to 4G 
in 2020.12 It is against this backdrop that Germany’s 
government is currently discussing whether to tight-
en regulation to reduce China’s market share.

THREE PERSPECTIVES ON CHINA’S 
ROLE IN 5G INFRASTRUCTURE

The divergent European policy responses reflect a 
controversial discussion involving three sets of argu-
ments for and against using Chinese vendors in 5G: 
Political arguments suggesting that Chinese suppli-
ers should be excluded; economic arguments favoring 
the involvement of Chinese vendors; and technical 
arguments with points both in favor and against the 
inclusion of Chinese suppliers.

11   NIS Cooperation Group, Cybersecurity of 5G Networks. EU Toolbox of Risk Mitigation Measures. CG Publication 01/2020 (Brussels: European 
Commission, 2020).

12   John Strand, “The Market for 5G RAN in Europe” (see note 1).

13   ZTE (China) and Samsung (South Korea) hold negligible market shares in RAN technology.

14   Xuewu Gu et al., Geopolitics and the Global Race for 5G. CGS Global Focus (Bonn: Center for Global Studies Bonn, 2019).

15   Tim Rühlig, Who Controls Huawei? Implications for Europe. UI Paper (Stockholm: The Swedish Institute of International Affairs, 2020).

16   Christopher Balding and Donald Clarke, “Who Owns Huawei?” (Washington D.C.: SSRN, 2019):  
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3372669 (accessed July 30, 2023).

17   Peking University Law Database, National Intelligence Law of the People‘s Republic of China. 2018 Amendment. Effective (Beijing: PKULaw, 2018): 
https://en.pkulaw.cn/display.aspx?cgid=313975&lib=law (accessed July 30, 2023).

Political Viewpoints:
Many critics of China argue that technological 
(over-)dependencies on the People’s Republic of 
China (PRC), coupled with divergences in political 
values, carry enormous political risks. This is par-
ticularly critical due to a highly concentrated global 
RAN market.13 Limited competition in 5G RAN could 
lead to high dependency on Chinese tech giant Hua-
wei. In the previous mobile RAN technology gener-
ation, several European states relied heavily – if not 
exclusively – on Chinese suppliers.14 The core chal-
lenge is that dependency does not end with the pur-
chase because mobile infrastructure requires regular 
maintenance usually supplied by the vendor.

China’s critics see dependency risks as a major 
threat. In times of geopolitical tensions, they argue, 
dependency on the maintenance of critical digital in-
frastructure could be used to blackmail Europe and 
restrict the EU’s freedom to act. Europe and China 
are not in a security alliance and hold greatly diverg-
ing sets of values. Hence, the EU and the PRC could 
find themselves on different sides of a major con-
flict, not least if tensions in the Taiwan Strait esca-
late. Just as the dependency on energy supply from 
Russia has been weaponized in the Ukraine War, Chi-
na could resort to similar tactics.

Huawei, the company at the center of the debate, has 
countered these political arguments with remind-
ers that it is a privately owned company, not a politi-
cal actor. However, analyses of the firm’s governance 
structure show that the owners do not necessari-
ly exert control over the company.15 This fuels sus-
picion that China’s party-state ultimately controls 
Huawei.16 In addition, Article 7 of the PRC’s Nation-
al Intelligence Law requires every organization and 
citizen to “support, assist in and cooperate in nation-
al intelligence work.”17 Based on these characteristics, 
the highly concentrated RAN market and the need 
for regular maintenance work, critics conclude that a 
high degree of technological dependency could make 
Europe vulnerable to political blackmail from China.
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Economic Viewpoints:
Proponents of 5G cooperation between Europe and 
China put forward two economic arguments. First, 
advocates of cooperation with Chinese suppliers em-
phasize that the PRC has a self-interest in continued 
economic cooperation that requires it to be a reliable 
partner that delivers fail-safe technology. When the 
discussion began, Europe was an important export 
destination for Huawei. The company’s handset mar-
ket share in Europe was around 20 percent in ear-
ly 2020. Since then, its sales of new handsets have 
fallen dramatically to around 2 percent. It is pre-
cisely this reputational cost that some argue keeps 
China from exerting malign influence in Europe. In 
other words, undermining trust in Huawei’s prod-
ucts would not be in China’s interest because Hua-
wei makes big profits in Europe, and this should keep 
Europe secure. China also continues to rely on im-
ports from the West. In 2021, 53 percent of its im-
ports worth no less than EUR 1.25 trillion came from 
the West. The PRC’s dependency is particularly high 
in key areas such as machinery, semiconductors, and 
food (meat, grain, etc.) and a few raw materials such 
as iron ore and gold.18

Second, European industry sees potential nega-
tive impacts should Chinese technology be excluded 
from the rollout of 5G. Europe depends on the PRC 
economically and could suffer from Chinese eco-
nomic coercion. Chinese goods account for 12.8 per-
cent of all imports to Germany, for example. In the 
last ten years, 6-8 percent of German exports head-
ed to China.19 China has demonstrated its willingness 
to economically coerce trade partners – for exam-
ple, informal trade restrictions against Lithuania in 
recent years.20 Chinese government representatives 
in Europe, such as China’s ambassador to Germany, 
have been clear that PRC leaders would not ignore 
the exclusion of Chinese 5G technology from the Eu-
ropean market.

18   Simon Gerards Iglesias and Jürgen Matthes, “Chinas Abhängigkeit vom Westen bei Importen und Technologien,” IW-Report Nr. 15, Institut der 
deutschen Wirtschaft, March 6, 2023: https://www.iwkoeln.de/studien/simon-gerards-iglesias-juergen-matthes-chinas-abhaengigkeit-vom-westen-
bei-importen-und-technologien.html (accessed July 30, 2023).

19   Jürgen Matthes, “China-Handel 2022: Ungleichgewicht und Abhängigkeit weiter verstärkt,” IW-Kurzbericht 9, Institut der deutschen Wirtschaft 
February 9, 2023: https://www.iwkoeln.de/studien/juergen-matthes-ungleichgewicht-und-abhaengigkeit-weiter-verstaerkt.html (accessed July 30, 
2023).

20   Matthew Reynolds and Matthew P. Goodman, “China’s Economic Coercion: Lessons from Lithuania,” CSIS, May 6, 2022:  
https://www.csis.org/analysis/chinas-economic-coercion-lessons-lithuania (accessed July 30, 2023). 

21   Cassell Bryan-Low et al., “Special Report - Hobbling Huawei: Inside the U.S. War on China‘s Tech Giant,” Reuters, May 21, 2019:  
https://www.reuters.com/article/us-huawei-usa-5g-specialreport/special-report-hobbling-huawei-inside-the-u-s-war-on-chinas-tech-giant-
idUSKCN1SR1EU (accessed July 30, 2023).

22   Tim Rühlig and Maja Björk, “What to Make of the Huawei Debate? 5G Network Security and Technology Dependency in Europe,“ (Stockholm: The 
Swedish Institute of International Affairs, 2020); Robert Hannigan, “Blanket Bans on Chinese Tech Companies like Huawei Make No Sense,” Financial 
Times, February 12, 2019: https://www.ft.com/content/76e846a4-2b9f-11e9-9222-7024d72222bc (accessed July 30, 2023).

23   James A. Lewis, How 5G Will Shape Innovation and Security. A Primer (Washington, D.C.: CSIS, 2018).

In short, proponents of an economic viewpoint ar-
gue that it is in Europe and China’s mutual interest 
to cooperate technologically. The PRC relies on im-
ports and exports from Europe. It has no interest in 
risking its reputation as a reliable technology suppli-
er and would therefore abstain from malign actions 
against the EU. It is in Europe’s self-interest, on the 
other hand, to cooperate with China and prevent any 
economic retaliation or economic coercion.

Technical Viewpoints:
Finally, both proponents and critics of Huawei have 
used different technical arguments to justify their 
positions. Australian and US intelligence agencies 
(among others) warn of technical risks should Chi-
nese technology be included in 5G infrastructure.21 
They fear that Chinese equipment could enable Chi-
na’s party-state to spy on users of the infrastructure 
(“espionage”) and shut down the mobile network en-
tirely (“sabotage”). These concerns are well-ground-
ed, but – as has been demonstrated elsewhere at 
length – it is not clear that excluding Chinese tech-
nology vendors is a viable solution.22 If a malign actor 
were to take control of the 5G network, it would af-
fect almost all spheres of economic and social life.23 
Because the most innovative technical features of 
5G may enable a wide range of use cases – includ-
ing self-driving cars or a new wave of production 
automation using mass machine-to-machine com-
munication – these critics argue that espionage and 
sabotage are not marginal concerns but could para-
lyze entire societies. Whether such innovations will 
already materialize in 5G or only in the next gener-
ation of 6G mobile infrastructure expected around 
2030, remains to be seen. 

Regardless of the timing, such development requires 
highly innovative technology. Proponents of coopera-
tion with China therefore point out that Chinese tech 
firm Huawei has been an innovation leader in the field. 
Excluding Huawei, they argue, could slow the rollout 
of 5G and hinder Europe’s technological advance.

https://www.reuters.com/article/us-huawei-usa-5g-specialreport/special-report-hobbling-huawei-inside-the-u-s-war-on-chinas-tech-giant-idUSKCN1SR1EU
https://www.reuters.com/article/us-huawei-usa-5g-specialreport/special-report-hobbling-huawei-inside-the-u-s-war-on-chinas-tech-giant-idUSKCN1SR1EU
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EUROPEAN PUBLIC OPINION: 
RESULTS FROM A SURVEY

Data from a representative public opinion survey 
across 11 European countries sheds light on what Eu-
ropeans think about Chinese participation in their 
5G infrastructure. First, we compare public opinion 
to the development of Chinese RAN market share 
as outlined above. We then test to what extent the 
three sets of arguments – political, economic and 
technical – shape public opinion.

At least 1,500 respondents participated in each coun-
try (for more on the sources and methods of the sur-
vey, see box 1). The survey was conducted in 2020 

24   Forthcoming article by Tim Rühlig and Richard Q. Turcsányi tentatively titled “Skeptical and Concerned: How Germans View China” to be published by 
DGAP.

during the last days of the Trump administration, 
and it must at least be assumed that US approval rat-
ings in Europe would be higher now since the gen-
eral image of the US has improved under President 
Joe Biden.24 Unfortunately, no newer dataset of simi-
lar comprehension is available. 

Comparison of Public Opinion and 5G Policy  
in 11 European Countries
The survey results demonstrate that, of all poten-
tial cooperation partners on 5G Core Network and 
5G RAN technology, collaboration with the PRC re-
ceives the lowest approval at 31.8 percent, followed 
closely by South Korea (32.9 percent). Cooperation 
within the EU is most popular (66.3 percent). The US 

THE PUBLIC OPINION SURVEY: 
MATERIALS AND METHODS

Public opinion data from 11 countries selected for 
this study come from a range of subregions in the 
European Union (and the UK) and are among the 
most influential in EU decision-making and in their 
respective regions. While not necessarily “repre-
sentative” of Europe as a whole, we argue that this 
composition can grasp the diversity of European 
attitudes. 

The survey data was collected online in September 
and October 2020 by a professional agency (NMS 
Market Research). The research sample in each 
country was 1,500 persons and was representative 
based on gender, age, region in the country, educa-
tion level, and urban-rural divide.

The key dependent variable of our analysis was will-
ingness to cooperate with companies from China 
(and also separately the US and the EU), measured 
by the seven-point Likert scale (disagree-agree). 
We then selected a number of independent 
variables representing three main arguments (all 
working with the similar seven-point Likert scale). 

To investigate whether technical arguments 
resonated with the public, we considered how 
technologically advanced China was perceived to 
be and how much the respondents supported their 

country’s foreign policy priority towards China in 
addressing cybersecurity. To grasp economic con-
siderations, respondents were asked how important 
China was for the development of their country’s 
economy and about their support for the foreign 
policy priority towards China in promoting trade 
and investments. Finally, we tested four variables 
to distinguish between the general political atti-
tude towards China and foreign policy as a subset 
of political arguments in the European debate. For 
the former, the two variables asked about the level 
of trust towards China and the human rights situ-
ation, while for the latter respondents were asked 
about the assessment of Chinese foreign policy 
(negative-positive) and the extent of preference for 
their country’s foreign policy alignment with China.

To analyze data, we first tested correlations be-
tween the willingness to cooperate with Chinese 
(and separately also the US and EU) companies and 
each of the independent variables. This gave us a 
general idea of how closely each of the indepen-
dent variables was aligned with the dependent one. 
Subsequently, we ran a regressive analysis for the 
models describing willingness to cooperate with 
the Chinese, US, and EU companies.

As this paper and the related survey focus primarily 
on China, we investigated fewer indicators with 
regard to 5G cooperation with the EU and the US.
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(41.8 percent) is well-behind Japan (50.2 percent). It 
is reasonable to assume, however, that approval for 
cooperation with the US would be higher now than 
when the survey was taken, since the Biden Admin-
istration is pursuing a more transatlantic-focused 
foreign policy. It is beyond the scope of this study 
to analyze why approval for cooperation with South 
Korea is so low and rates for cooperation with Japan 
rather high.

The general finding in Germany is in line with this. 
Support for cooperation with the PRC is lowest with 
30.8 percent. This contrasts with approval rates of 
70.5 percent for intra-European cooperation, fol-
lowed by 48.1 percent for Japan, 36.4 percent for 
South Korea and 33.3 percent for the United States. 
Figure 2 demonstrates several commonalities and di-
vergences across the surveyed countries. Intra-Eu-
ropean cooperation receives the highest scores of 
more than 50 percent approval in all states. Support 
for cooperation with both China and the US var-
ies significantly. China scores worst in five out of 11 
countries. While in most surveyed countries, a bit 
less than one third of the respondents want to co-

operate with the PRC, the results range from only  
19.4 percent in Sweden to 51.2 percent in Spain. 
Strikingly, support or rejection of cooperation with 
either of the two great powers is not negatively cor-
related. We also find no clear regional patterns. 
While Nordic and Western European countries tend 
to be somewhat more critical of cooperation with 
China on 5G, we see significant divergences in Cen-
tral and Eastern as well as Southern Europe.

Comparing government approaches with the survey 
results demonstrates that public opinion has not de-
termined the policy differences across the 11 Euro-
pean states. In Sweden, Czechia and France, the low 
approval rate of cooperation with Chinese vendors 
matches a low market share and the significant re-
duction of China’s influence. A somewhat similar case 
might be made for Slovakia where the population 
is still somewhat skeptical at a time when Chinese 
equipment is being removed from mobile networks. 
In Hungary, one could argue that a somewhat skepti-
cal public opinion is met with a significant reduction 
of the market share, but the absolute level remains 
high, which contrasts with public sentiment.

Figure 2 – Public Perception of Cooperation on 5G Infrastructure Rollout 

Source: Sinophone Borderlands survey.
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In other European countries, divergences between 
public opinion and the development on the ground 
are even sharper. The British public is particularly 
skeptical of cooperation with Chinese vendors, but 
the market share remains stable at above 40 percent. 
This might change, however, as the UK government 
has approved a ban on Huawei equipment. In Ger-
many, skeptical public opinion contrasts with a high 
market share that has even slightly increased. In Po-
land, the majority of the population is skeptical while 
China’s market share in 4G RAN has even increased, 
and that of 5G RAN is at 38 percent. While the Italian 
public might be slightly more open to cooperation, 
a majority remains skeptical. This contrasts with a 
Chinese market share in Italy that has even increased 
to above 50 percent. 

Latvia and Spain are quite the opposite. In both 
countries, the public is relatively open to coopera-
tion with China. But in Spain, the market share has 
only increased slightly and remains below 40 per-
cent. More striking is that Latvia, in contrast to 
public opinion, has effectively excluded Chinese 
equipment. 

Which Arguments Resonate With the European 
Public?
What are the issues determining whether Europeans 
are open to 5G cooperation with China? In the fol-
lowing, we test the statistical impact of respondents’ 
perspectives on political, economic and technical is-
sues against their approval of 5G cooperation. From 
this, we extrapolate the resonance of political, eco-
nomic and technical arguments outlined above.

The results indicate that political factors resonate 
strongest among European respondents – in par-
ticular, concerns about foreign policy. Trust, foreign 
policy alignment, and the perception of China’s for-
eign policy correlate the strongest with the willing-
ness to cooperate with Chinese firms on 5G; views 
on the human rights situation also correlate strongly.

The importance of China for the economic develop-
ment of European countries and foreign policy pref-
erences on trade and investment correlate somewhat 
less than political factors with opinions on 5G coop-
eration with PRC firms.

Figure 3 – Factors Driving Attitudes Towards Chinese 5G Vendors  
in Europe/ in Germany*

* p-value: < 001  |  Source: Sinophone Borderlands survey
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Figure 4 – Factors Driving European Attitudes Towards 5G Vendors 
from the US/ the EU*

* p-value: < 001  |  Source: Sinophone Borderlands survey
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Perceptions of Chinese technological progress and 
concerns over cybersecurity in foreign policy show 
much weaker correlations, although still statistically 
significant (Figure 3).

These findings are largely consistent throughout all 
11 individual countries. Political concerns resonate 
strongest in every single surveyed country, followed 
by economic and then technological arguments. This 
order of correlation is particularly strong in Sweden 
and the United Kingdom. In Hungary, Italy, Slova-
kia, and Spain, correlations of economic factors are 
stronger than in the European average, and politi-
cal factors play a weaker role. However, even in these 
countries, political factors are more impactful than 
economic ones.

To test these findings, we ran a series of ordered lo-
gistic regression models. All models confirmed that 
political factors are the strongest predictors of a 
preference to cooperate with Chinese companies, 
ahead of economic factors, and with technical fac-
tors being the weakest (but still statistically signifi-
cant) (see Annex, Regressions 1-3). 

The German results are consistent with the over-
all findings from Europe. Figure 3 demonstrates that 
political arguments resonate even slightly stronger 

than the European average, with the exception of 
preference for foreign policy alignment with China 
which scores slightly lower. The regression 4 (see the 
Annex) is in line with this finding.

We also investigate whether similar findings explain 
Europeans’ perspectives on 5G cooperation with the 
US and with vendors from other European coun-
tries. We find similar, though not identical, correla-
tions. While foreign policy alignment and trust in the 
US carry the strongest correlation with Europeans’ 
opinion on cooperation with the US on 5G, economic 
importance is more important than the perception of 
the human rights situation across the Atlantic. Per-
ception of technological progress correlates the least 
(see Figure 4). The regression analysis confirms this 
finding (see Regression 5 in the Annex).

All factors correlate with support for cooperation on 
5G with other EU member states. Again, technolog-
ical progress is the weakest in terms of correlation. 
Economic importance, by contrast, ranks second 
and correlates more strongly than human rights and 
trust. Consistent with other findings, however, for-
eign policy alignment is the strongest (Figure 4). This 
also holds against a regression analysis (see Regres-
sion 6 in the Annex).

https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
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CONCLUSION AND 
RECOMMENDATIONS

The question of whether Europe should include Chi-
nese technology in the rollout of 5G has not only 
been the subject of international affairs but has at-
tracted wide attention in EU member states. Dem-
ocratically elected European governments need to 
take public opinion into account, while public opin-
ion polls also serve as barometers of general senti-
ment, influencing policymakers. Based on an original 
representative survey, we demonstrate that cooper-
ation with China receives the lowest approval among 
Europeans, albeit with differences across European 
societies. German public opinion is almost fully con-
gruent with the European average. This shows that 
policymakers rather ignore public opinion as they 
keep the role of Chinese companies in the 5G sector 
at relatively high level. A comparison of the market 
shares of Chinese vendors in the surveyed countries 
and their development since 2020 illustrates that 
public opinion does not correlate with the diver-
gences in different countries. Hence, public opinion 
seems to have not been the driving factor determin-
ing the 5G approaches of European leaders. This is 
particularly problematic because of the systemic ri-
valry between China’s authoritarianism and Europe’s 
democratic system. For Europe to prevail, legitima-
cy stems from an effective implementation of the will 
of the people.

Political considerations resonate the strongest with 
the European public, especially the assessment of 
Chinese foreign policy, ahead of general character-
istics and values. Technological and economic con-
siderations that have also been part of the European 
debate take a back seat.

As German policymakers are (re-)considering the in-
volvement of Chinese vendors in the rollout of 5G 
infrastructure technology, there are several implica-
tions of this study they might want to consider.

First, the German public – just like other Europe-
an societies – is skeptical of 5G cooperation with 
the PRC. This means the German government ei-
ther needs to explain why it does not consider co-
operation with Chinese vendors a risk or it should 
consider instruments to phase out Chinese suppli-
ers. Merely continuing to cooperate amid rather high 

25   Forthcoming article by Una Bērziņa-Čerenkova and Tim Rühlig tentatively titled “China’s Complex Relations to Russia. Trace the Limits of a ‘Limitless 
Friendship’” to be published in DGAP’s Internationale Politik Quarterly.

levels of concern would not find general support and 
could rather fuel distrust in the political class.

Second, as long as there are political tensions be-
tween China and Germany, approval for 5G coopera-
tion with China is likely to remain low. Improvements 
in cybersecurity or further technological advances 
of Chinese vendors cannot meet the geopolitical and 
value concerns of the German and European pub-
lic. If China were willing, as some observers believe, 
to broker a peace deal in Ukraine, public perception 
of political relations could change. But at the time of 
writing this appears unlikely.25

Third, any potential improvement and deepening 
of economic relations will do little to fundamental-
ly change European and German skepticism. Con-
cerns over economic sacrifices have a relatively low 
impact on public opinion when it comes to coopera-
tion with China on 5G technology. For example, even 
if the European Parliament were to ratify the cur-
rently frozen EU-China Comprehensive Agreement 
on Investments (CAI), which would deepen their eco-
nomic cooperation, China can hardly expect this to 
make cooperation in digital technology more popu-
lar among the European public.

https://dgap.org/sites/default/files/dgap-policy%20brief-2023-24-en-ANNEX.pdf
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